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PRIVACY POLICY 

This privacy policy was last updated on the 4th June 2019. 

Who we are and what this privacy policy covers 
 
This privacy policy explains how and why West Wimbledon Physiotherapy Clinic Limited 
(“we”, “us” or “WWPC”) may collect and process personal data about you (including through 
your use of this website or when you purchase a service or product from us) and the rights 
you have in relation to your personal data. 
 
It is important that you read this privacy policy together with any other privacy notice we may 
provide on specific occasions when we are collecting or processing personal data about you 
so that you are fully aware of how and why we are using your data.  This privacy policy 
supplements other notices and is not intended to override them. 
 
This privacy policy is provided in a layered format so you can click through the specific areas 
set out below.  Alternatively, you can download a pdf version here. 
 
Our commitment to you 
 
We respect your privacy and are committed to protecting your personal data. Furthermore, 
we fully endorse and will adhere to the General Data Protection Regulation (Regulation (EU) 
2016/679) (the “GDPR”) and all UK data protection legislation including the Data Protection 
Act 2018. 
 
In particular we will comply with our legal obligations to keep personal data up to date, to 
store and destroy it securely, to not collect or retain excessive amounts of data, to use 
reasonable measures to protect personal data from loss, misuse, unauthorised access and 
disclosure and to ensure that appropriate technical measures are in place to protect personal 
data. 
 
How you acknowledge this privacy policy 
 
By using any of our services (including our website) and by providing us with any personal 
data, you acknowledge that you understand that the use of the personal data will be in 
accordance with this policy. 

Please do not send us any information if you do not want it to be used in this way. 

https://www.iea-coal.org/legal/#1517733611336-bd0f85f7-96b2
https://www.iea-coal.org/legal/#1517733611336-bd0f85f7-96b2
https://www.iea-coal.org/legal/#1517733688383-8200de64-2079
https://www.iea-coal.org/legal/#1517733688383-8200de64-2079
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Please note that if you do not provide certain requested information we may be unable to 
provide certain of our services to you and you may be unable to access certain content via 
our website. 
 
Personal data which you provide on behalf of someone else or in relation to a child or young 
person 
 
If you give us information on behalf of someone else, you confirm that the other person has 
appointed you to act on his/her behalf and has agreed that you can (i) give consent on his/her 
behalf to the processing of his/her personal data and (ii) receive on his/her behalf any data 
protection notices. 
 
This website is not intended for children and we will seek consent from a parent or guardian 
before collecting personal information about a child or young person. 
 
The personal data we collect about you 
 
Personal data means any information about a living individual which allows them to be 
identified from that data including, for example, a first and last name, email address or 
address (whether at work or at home). Identification can be by the information alone or in 
conjunction with any other information.  It does not include data where the identity has been 
removed (anonymous data). 
 
We may collect, use, store and transfer different kinds of personal data about you which we 
have grouped together as follows: 

• Identity Data includes first name, maiden name, last name, username or similar 
identifier, marital status, title, date of birth and gender. 

• Contact Data includes billing address, delivery address, email address and 

telephone numbers. 

• Transaction Data includes details about payments to and from you and other 
details of products and services you have purchased from us. 

• Technical Data includes internet protocol (IP) address, your login data, browser 

type and version, time zone setting and location, browser plug-in types and 
versions, operating system and platform, and other technology on the devices you 

use to access this website. 

• Profile Data includes your username and password, purchases or orders made by 
you, your interests, preferences, feedback and survey responses. 

• Usage Data includes information about how you use our website, products and 

services. 

• Marketing and Communications Data includes your preferences in receiving 
marketing from us and our third parties and your communication preferences. 

https://www.iea-coal.org/legal/#1517733690587-3787d6ef-12fd
https://www.iea-coal.org/legal/#1517733690587-3787d6ef-12fd
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We may also collect, use and share Aggregated Data such as statistical or demographic data 
for any purpose.  Aggregated Data could be derived from your personal data but is not 
considered personal data in law as this data will not directly or indirectly reveal your identity. 
For example, we may aggregate your Usage Data to calculate the percentage of users 
accessing a specific website feature.  However, if we combine or connect Aggregated Data 
with your personal data so that it can directly or indirectly identify you, we treat the combined 
data as personal data which will be used in accordance with this privacy policy. 
 
How we obtain information about you 

1. Information which you provide us 

You may provide us with personal data when you visit our website, book in for a 
treatment/session/class with one of our practitioners/instructors, purchase a product, fill in 
one of the forms on our website (for example the contact form), email or phone us, or meet 
us in person. 

Sensitive personal data* (in particular data concerning your health) may be collected by us 
when you book in for a treatment/session/class with one of our practitioners/instructors.  We 
will only collect sensitive personal data with your explicit consent and, if we request such 
information, we will explain why we are requesting it and how we intend to use it. 

* GDPR refers to sensitive personal data as ‘special categories of personal data’ (Article 9, 
GDPR) and includes data consisting of racial or ethnic origin, political opinions, religious or 
philosophical beliefs, trade union membership, genetic data, biometric data, data concerning 
health or data concerning a natural person’s sex life or sexual orientation. 

2. Information we collect about you 

We collect information about you when you engage with us online or by email e.g. when you 
visit our website, open or forward an email sent by us, engage with us on social media 
networks or when you are served one of our tailored adverts.  Information may be collected 
via cookies and similar technologies, as detailed below. 

3. Information we receive from other sources 

We may also collect information about you from reputable third parties that operate in 
accordance with UK data protection legislation or other public sources, if this is permitted by 
law, such as: 

• social media sites; 
• advertising networks; 
• analytics providers (such a Google); 
• booking service providers; 
• business partners; and 
• identity and credit reference agencies. 

Use of cookies and similar technologies 

https://www.iea-coal.org/legal/#1517733984221-ce91af1d-69f7
https://www.iea-coal.org/legal/#1517733984221-ce91af1d-69f7
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We use cookies and similar technologies such as pixel tags and web beacons on our website 
and in our some of our emails. 

What is a cookie? 

A cookie is a small file of letters and numbers which is sent to and stored on your computer 
(or other electronic device) to identify you whenever you visit a website. 

There are many types of cookies but broadly they can be grouped by purpose: 

• strictly necessary cookies – i.e. those cookies that are required for the operation of a 
website and include, for example, cookies that enable website users to log into secure 
areas of a website, use a shopping cart or make use of e-billing services; 

• analytical or performance cookies – these allow website owners to recognise and 
count the number of visitors and to see how visitors move around their website when 
they are using it (this helps them to improve the way their website works, for example, 
by ensuring users are finding what they are looking for easily); 

• functionality cookies – these are used to recognise a website user when they return 
to a website (this enables a website owner to personalise content for users, greet 
users by name and remember user preferences when they return to a website e.g. 
their choice of language or region); 

• targeting cookies – these cookies record a website user’s visit to a website, the pages 
they have visited and the links they have followed (this enables website owners to 
make their website and the advertising displayed on it more relevant to user 
interests). 

Cookies can also be grouped according to whether they are ‘first-party’ cookies or ‘third-
party’ cookies. The difference is that first-party cookies are placed and controlled by the 
website you are visiting whereas third-party cookies are placed and controlled by a third-
party. 

What are pixel tags and web beacons? 
 
Pixel tags and web beacons are tiny graphic images embedded in a web page or in emails to 
achieve similar purposes as those described above. 
 
How and why we use cookies and similar technologies 
 
We use strictly necessary and analytical/performance cookies as described above, including 
Google analytics cookies for statistical purposes to collect data about website usage (for 
example page views and time spent on our website). This data does not include personally 
identifiable information. 
 
To learn how to manage cookies and control your privacy and how to opt out of receiving 
email notifications or marketing materials from us please read the relevant sections below. 
For a detailed cookie report, please contact us.  

https://www.iea-coal.org/legal/#privacy-cookies
https://www.iea-coal.org/legal/#privacy-cookies
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How to manage cookies and control your privacy 
 
Most web browsers allow some control of most cookies through the browser settings. To find 
out more about cookies, including how to see what cookies have been set and how to manage 
and delete them, please visit www.allaboutcookies.org and www.youronlinechoices.eu. For a 
video about cookies visit www.google.co.uk/policies/technologies/cookies. 
 
The exact procedure to prevent new cookies from being installed and how to delete existing 
cookies depends on which browser you are using but the following links may be helpful: 
 

• Internet Explorer 
http://windows.microsoft.com/en-GB/internet-explorer/delete-manage-
cookies 

• Safari 
http://help.apple.com/safari/mac/8.0/#/sfri11471  

• Google Chrome 
https://support.google.com/chrome/answer/95647?hl=en 

• Firefox 
see https://support.mozilla.org/en-US/kb/enable-and-disable-cookies-
website-preferences 

and 

https://support.mozilla.org/en-US/kb/delete-cookies-remove-info-websites-
stored 

 
If you do not want your website visits to be recorded by Google Analytics you can opt-out 
with the addition of the Google Analytics Opt-out Browser Add-on which is available for 
Microsoft Internet Explorer 11, Google Chrome, Mozilla Firefox, Apple Safari and Opera. 

You can choose to disable cookies in your internet browser but please note that if you delete 
cookies or decline to accept them you may not be able to use all of the features we offer, or 
store your preferences; in addition, some of our web pages might not display properly. If you 
want to turn off the more invasive cookies but leave most other functionality in working 
order, then a good option is to turn off third-party cookies using your browser settings. 

In addition, we recommend that you check your privacy settings on any site which requires 
you to register or login, and that you never save your passwords in your browser or on your 
device, other than in a reputable password management system. 
 
Personal Data 
 
How we use your personal data 
 
We will only use your personal data when the law allows us to.  Most commonly, we will use 
your personal data in the following circumstances: 
 

https://www.iea-coal.org/legal/#privacy-manage-cookies
https://www.iea-coal.org/legal/#privacy-manage-cookies
http://www.allaboutcookies.org/
http://www.youronlinechoices.eu/
http://www.google.co.uk/policies/technologies/cookies
http://windows.microsoft.com/en-GB/internet-explorer/delete-manage-cookies
http://windows.microsoft.com/en-GB/internet-explorer/delete-manage-cookies
http://help.apple.com/safari/mac/8.0/#/sfri11471
https://support.google.com/chrome/answer/95647?hl=en
https://support.mozilla.org/en-US/kb/enable-and-disable-cookies-website-preferences
https://support.mozilla.org/en-US/kb/enable-and-disable-cookies-website-preferences
https://support.mozilla.org/en-US/kb/delete-cookies-remove-info-websites-stored
https://support.mozilla.org/en-US/kb/delete-cookies-remove-info-websites-stored
http://tools.google.com/dlpage/gaoptout
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• where we need to perform a contract we are about to enter into or have 
entered into with you; 

• where it is necessary for our legitimate interests (or those of a third party) and 
your interests and fundamental rights do not override those interests; or 

• where we need to comply with a legal obligation  
 
Generally we do not rely on consent as a legal basis for processing your personal data 
although we will get your consent before sending third party direct marketing 
communications to you via email or text message.  You have the right to withdraw consent to 
marketing at any time by contacting us. 
 
Please note that we may process your personal data for more than one lawful ground 
depending on the specific purpose for which we are using your data.  Please contact us if you 
need details about the specific legal ground we are relying on to process your personal data.  
We have set out below, in a table format, a description of the ways we may use your personal 
data and which of the legal bases we rely on to do so.  We have also identified what our 
legitimate interests are where appropriate. 
 

Purpose/Activity Type of data Lawful basis for processing 
including basis of legitimate 
interest 

To register you as a new 
customer 

(a) Identity  

(b) Contact 

Performance of a contract with 
you 

To process and deliver your 
order including: 

(a) Manage payments, fees 
and charges 

(b) Collect and recover 
money owed to us 

(a) Identity  

(b) Contact  

(c) Transaction  

(d) Marketing and 

Communications 

(a) Performance of a contract with 
you  

(b) Necessary for our legitimate 
interests (to recover debts due to 

us) 

To manage our relationship 
with you which will include: 

(a) Notifying you about 
changes to our terms or 
privacy policy 

(b) Asking you to leave a 
review or take a survey 

(a) Identity  

(b) Contact  

(c) Profile  

(d) Marketing and 

Communications 

(a) Performance of a contract with 
you  

(b) Necessary to comply with a 
legal obligation 

(c) Necessary for our legitimate 
interests (to keep our records 
updated and to study how 
customers use our 
products/services) 

To enable you to partake in a 

prize draw, competition or 

complete a survey 

(a) Identity  

(b) Contact  

(c) Profile  

(a) Performance of a contract with 

you  

(b) Necessary for our legitimate 
interests (to study how customers 
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(d) Usage  

(e) Marketing and 
Communications 

use our products/services, to 
develop them and grow our 
business) 

To administer and protect 
our business and this 

website (including 
troubleshooting, data 
analysis, testing, system 
maintenance, support, 
reporting and hosting of 
data)   

(a) Identity 

(b) Contact 

(c) Technical 

(a) Necessary for our legitimate 
interests (for running our 

business, provision of 
administration and IT services, 
network security, to prevent fraud 
and in the context of a business 
reorganisation or group 
restructuring exercise) 

(b) Necessary to comply with a 

legal obligation 

To deliver relevant website 
content and advertisements 
to you and measure or 

understand the 
effectiveness of the 
advertising we serve to you 

(a) Identity  

(b) Contact  

(c) Profile  

(d) Usage  

(e) Marketing and 

Communications  

(f) Technical  

Necessary for our legitimate 
interests (to study how customers 
use our products/services, to 

develop them, to grow our 
business and to inform our 
marketing strategy) 

To use data analytics to 
improve our website, 
products/services, 
marketing, customer 
relationships and 

experiences 

(a) Technical  

(b) Usage  

Necessary for our legitimate 
interests (to define types of 
customers for our products and 
services, to keep our website 
updated and relevant, to develop 

our business and to inform our 
marketing strategy) 

To make suggestions and 
recommendations to you 

about goods or services that 
may be of interest to you 

(a) Identity  

(b) Contact  

(c) Technical  

(d) Usage  

(e) Profile  

(f) Marketing and 
Communications 

Necessary for our legitimate 
interests (to develop our 

products/services and grow our 
business) 

We will only use your information for the purpose it was collected (or for similar/related 
purposes).  If we need to use your personal data for an unrelated purpose we will notify you 
and we will explain the legal basis which allows us to do so. 
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Who your personal data may be shared with 
 
We recognise that your information is valuable and will take all reasonable measures to 
protect your information while it is in our care (see how below). 

Your personal data may be transferred to: 

• third party practitioners/instructors for the purpose of providing 
treatments/sessions/classes on our behalf; 

• third party service providers who store/process information on our behalf, including 
providers of information technology, identity management, website hosting and 
management (e.g. Kualo - read Kualo’s privacy policy here), data analysis, data back-
up, security and storage services; 

• Mailchimp (The Rocket Science Group, LLC) which we use to manage email marketing 
subscriber lists and send emails to our subscribers (read Mailchimp’s privacy policy 
here); 

• mailing or printing agents, contractors and advisers that provide a service to us or act 
as our agents;  

• insurance companies, law enforcement, regulatory, or other government agencies for 
the purposes of fraud prevention and/or to comply with any legal and regulatory 
issues and disclosures; and 

• third parties to whom we may choose to sell, transfer or merge parts of our business 
or our assets and if a change happens to our business then the new owners may use 
your personal data in the same way as set out in this privacy policy. 

We may also share certain pieces of aggregated, non-personal data about you with third 
parties.  For example, we may provide a third party with information such as the number of 
users who searched for a particular term or how many users clicked on a particular 
advertisement.  This information does not identify you individually. 

We do not sell, rent, distribute or otherwise make personal data commercially available to 
any third party except as described in this policy or with your prior permission. 
 
Security and protection of your personal data 
 
We use reasonable technical, administrative and physical controls to safeguard your personal 
data from unlawful use and unauthorised disclosure.  For example, we store your personal 
data on secure servers and where records are paper-based they are kept in locked secure 
cabinets with very limited access.  In all cases we will ensure that any access or transfer of 
your personal data is compliant with UK data protection law. 

Where we use third parties (see above) to provide elements of our service and/or to process 
data on our behalf they are bound by law or contract to protect your personal data and only 
use it in accordance with our instructions.  We only allow third parties to handle your personal 
data on the understanding that they will keep the information confidential.  

https://www.iubenda.com/privacy-policy/698140/legal
https://mailchimp.com/legal/privacy/
https://www.iea-coal.org/legal/#privacy-security
https://www.iea-coal.org/legal/#privacy-security
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We normally only store your personal data within the European Economic Area (“EEA”).   If 
one of our service providers needs to transfer your personal data outside of the EEA then we 
will either ensure a data protection level equal to the one in the EEA or we will obtain your 
consent to the transfer.  For example, Mailchimp may transfer your personal data outside of 
the EEA as they are a US organisation – they however participate in and comply with the EU-
US Privacy Shield Framework and accordingly the European Union allows the transfer. 

All WWPC employees and consultants who have access to personal and/or confidential 
information are subject to confidentiality and data protection obligations. 

While we will use all reasonable efforts to safeguard your personal data you acknowledge 
that the use of the internet is not entirely secure and understand that we cannot guarantee 
the security or integrity of any personal data that is transferred from you or to you via the 
internet. If you want detailed information on how to protect your information and your 
computers and devices against fraud, identity theft, viruses and other online problems you 
can visit Get Safe Online, which is supported by HM Government and leading businesses. 
 
Data retention 
 
We will retain your personal data for the period necessary to fulfil the purposes outlined in 
this privacy policy unless a longer retention period is required or permitted in relation to any 
legal, statutory or regulatory obligations. 
 
By law we have to keep basic information about our customers (including Contact, Identity 
and Transaction Data) for six years after they cease being customers. 
 
In some circumstances we will anonymise your personal data (so that it can no longer be 
associated with you) for research or statistical purposes, in which case we may use this 
information indefinitely without further notice to you. 
 
Links to third-party sites 
 
This privacy policy only addresses the use and disclosure of personal data by us. Our website 
may include links to third-party websites, plug-ins and applications which may be of interest 
to you. In addition, we may provide social sharing and follow buttons on our website. If you 
use or follow these links or buttons to any of these third party sites, please be aware that 
they have their own cookies and privacy policies which we recommend you read. We do not 
control these other sites and we cannot be responsible for the content of these sites or for 
protection of any information you provide to other sites.  You should be cautious when 
entering personal data online. 
 
Your rights and further information 
 
Your rights 

We want to ensure you remain in control of your personal data.  Part of this is making sure 
you understand your legal rights. 

http://www.getsafeonline.org/
https://www.iea-coal.org/legal/#1517736564167-21e53a80-ad7f
https://www.iea-coal.org/legal/#1517736564167-21e53a80-ad7f
https://www.iea-coal.org/legal/#1517737585050-1cae1a0a-666f
https://www.iea-coal.org/legal/#1517737585050-1cae1a0a-666f
https://www.iea-coal.org/legal/#1517737705235-d1a7654c-a0a5
https://www.iea-coal.org/legal/#1517737705235-d1a7654c-a0a5
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You have a number of legal rights under applicable data protection legislation in relation to 
the personal data that we hold about you, including: 

• The right to access (a copy of) particular personal data that we hold about you and 
certain supplementary information (e.g. the sources from which we acquired the 
information, the purposes for processing the information and the persons/entities 
with whom we are sharing the information). We may (i) refuse to provide details 
and/or (ii) charge a small fee, if relevant legislation allows us to do so, in which case 
we will provide reasons for our decision as required by law. 

• The right to ask that we erase your information in certain circumstances. Please note 
that there may be circumstances where you ask us to erase your information but we 
are legally entitled to retain it. 

• The right to withdraw your consent to the use of your information where we are 
relying on that consent to process your personal data.  However, this will not affect 
the lawfulness of any processing carried out before you withdraw your consent.  If you 
withdraw your consent, we may not be able to provide certain products or services to 
you.  We will advise you if this is the case at the time you withdraw your consent. (for 
Please note that we may still be entitled to process your information if we have 
another legitimate reason (other than consent) for doing so. 

• In some circumstances, you have the right to receive some of your information in a 
usable format and/or request we transmit that data to a third party where this is 
technically feasible. Please note that this right of transfer only applies to information 
which you have provided to us. 

• The right to ask that we update your personal data free of charge, if it is inaccurate or 
incomplete. 

• The right to request that we restrict the processing of your personal data in certain 
circumstances. Again, there may be circumstances where you ask us to restrict the 
processing of your information, but we are legally entitled to refuse that request. 

• The right to make a complaint with the Information Commissioner if, after raising your 
concern with us and making a privacy complaint, you think that any of your rights have 
been infringed by us. 

You can exercise your rights by contacting us. Please note that we usually act on requests and 
provide information free of charge. We may however be entitled to refuse to act on a request 
and we may charge a reasonable fee in relation to our administrative costs if the request is 
baseless, excessive or repeated. 

We will respond to you as soon as we can. This will generally be within one month from the 
date we receive your request but if your request is going to take longer to deal with we will 
let you know. 
 
How to opt out of receiving marketing materials 
 
You have the right to opt out from receiving marketing materials from us. You can do this by 
contacting us or by clicking on the relevant link in the email itself. You may choose to opt out 
of one or all lists. 
 

https://ico.org.uk/concerns/
https://www.iea-coal.org/legal/#privacy-opt-out
https://www.iea-coal.org/legal/#privacy-opt-out
https://www.iea-coal.org/legal/#privacy-complaint
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Making a privacy complaint 

If you want to submit a written complaint about how we handle your personal data, please 
contact us or email us at info@westwimbledonphysio.co.uk. 

If you make a privacy complaint, we will respond to let you know how your complaint will be 
handled.  We may ask you for further details, consult with other parties and keep records 
regarding your complaint. 
 
Contact and further information 
 
If you have any questions or concerns about this privacy policy or the information we hold 
about you please contact us or email us at info@westwimbledonphysio.co.uk. 
 
Changes to our privacy policy and your duty to inform us of changes 
 
This privacy policy is subject to change from time to time without notice.  Changes may be 
made when our business practices change or when data privacy laws are updated.  You should 
therefore check this policy regularly to ensure that you are aware of any changes.  This version 
was last updated on the 4th June 2019 and historic versions can be obtained by contacting us. 
 
It is important that the personal data we hold about you is accurate and current.  Please keep 
us informed if your personal data changes during your relationship with us. 

mailto:info@westwimbledonphysio.co.uk
https://www.iea-coal.org/legal/#privacy-contact
https://www.iea-coal.org/legal/#privacy-contact
mailto:info@westwimbledonphysio.co.uk
https://www.iea-coal.org/legal/#1501953523076-ad3d32ce-16c0
https://www.iea-coal.org/legal/#1501953523076-ad3d32ce-16c0

